By virtue of Article 114, and in conjunction with Article 6 paragraph 1 and Article 104 paragraph 1 point 5 of the Law on the Prevention of Money Laundering and the Financing of Terrorism (the Official Gazette of the RoS, No. 113/17), point 9 of the general provisions, Article 2 paragraph 1, point 3.b, Article 14, and Article 34 paragraph 2 of IV Directive (EU) 2015/849 of the European Parliament and the Council, the National Assessment of the Risk of Money Laundering and the Financing of Terrorism of the Republic of Serbia for the Period from 1 Jan. 2013 to 31 Dec. 2017, the Executive Board of the Serbian Notary Chamber, at the session held on 11 October 2018, adopted the:

GUIDELINES FOR MONEY LAUNDERING/TERRORISM FINANCING RISK ASSESSMENT FOR NOTARIES 
INTRODUCTION
The Guidelines for Money Laundering/Terrorism Financing Risk Assessment for Notaries (hereinafter: the Guidelines) prescribe the instructions, general principles, and explanations of obligations of notaries in the area of the prevention of money laundering and the financing of terrorists to which notaries are subject in compliance with the Law on the Prevention of Money Laundering and the Financing of Terrorism (hereinafter: the Law), which stipulates the actions and measures to be undertaken by notaries, as well as the competence of the Administration for the Prevention of Money Laundering and of other bodies in charge of application of the provisions of this Law.
Article 1 of the Law prescribes that this Law stipulates the actions and measures to be undertaken for the purpose of the prevention and detection of money laundering and the financing of terrorism.

Article 4 of the Law prescribes that notaries are also obliged entities in terms of this Law in compliance with the special provisions of this Law. 

Special provisions of the Law from Article 63 to Article 69 establish special obligations of notaries as obliged entities of the Law, the fulfilment of which depends on the fulfilment of general obligations that stem from Articles 5 and 6 of the Law, which follows from the fact that for establishing of elements of reasonable suspicion that money laundering or the financing of terrorism is in question, it is necessary to apply those provisions of the Law that contain the grounds for establishing of those elements and measures that must be undertaken in such cases. That is why when reviewing the obligations of notaries one should bear in mind primarily the meaning and the objective of the Law as a whole, and thereafter also the reason to regulate the obligations of notaries in compliance with the special provisions, which are exclusively the consequence of specific powers of the notaries in the Republic of Serbia.
Articles 104 and 110 of the Law prescribe, inter alia, that the Notary Chamber is to exercise the supervision over the application of this Law by notaries.
Article 114 of the Law prescribes that the bodies in charge of exercising the supervision may, either on their own or in cooperation with other bodies, issue recommendations and/or the Guidelines for the application of the Law. 

Article 6 paragraph 1 of the Law prescribes the obligation of obliged entities to make, in compliance with the Guidelines, and to regularly update the analysis of the risk of money laundering and the financing of terrorism.

The Guidelines are posted on the Website of the Serbian Notary Chamber.
The Notary Chamber compiles the list of indicators for identification of the persons and transactions concerning whom/which there are reasonable grounds to suspect money laundering or the financing of terrorism, which is posted on the Websites of the Serbian Notary Chamber and of the Administration for the Prevention of Money Laundering, and notaries are obliged to apply it in each concrete case.

Notaries as obliged entities are obliged to harmonize their engaging in the notary activity with these Guidelines within 30 days as of the date of posting of the Guidelines on the Website of the Serbian Notary Chamber:

http://www.beleznik.org/index.php/sr/javni-beleznici/zakon-i-drugi-propisi.
A notary is to keep records of the data on the persons and transactions, which have been submitted to the Administration, in the manner prescribed by the Notarial Rules of Procedure.

General
By the 2009 Law on the Prevention of Money Laundering and the Financing of Terrorism, the Republic of Serbia harmonized itself with the international standards in the area of combat against money laundering and the financing of terrorism, which are issued by the Financial Action Task Force (the FATF) and with the relevant regulations of the European Union. The approach was introduced, which is based on the analysis and the assessment of the risk of money laundering and the financing of terrorism, which obliged entities make for every client and business relation. 
The 2017 Law on the Prevention of Money Laundering and the Financing of Terrorism extended the risk assessment to include the level of the actual obliged entity.

In June 2018, the Republic of Serbia made the National Assessment of the Risk of Money Laundering and the Financing of Terrorism, based on the analyses of the „Assessment of threats“ and „Vulnerability to the financing of terrorism“ for the Period from 1 Jan. 2013 to 31 Dec. 2017.  

The results of the National Risk Assessment provide useful information to financial institutions and non-financial institutions and business organizations and independent professions and serve to them as the support in risk assessments that the actual obliged entity will later make on the level of its institution. 

The goal of the Guidelines
The Guidelines are not a single and comprehensive model, bearing in mind different obligations of notaries in terms of the established jurisdiction in compliance with special regulations; instead they are rather a set of general instructions, which in all the cases must be adapted to the reality of every notary, in line with his/her practice and requirements of individual legal transactions. 

The Guidelines do not prescribe the manner, or the methodology, or the exact order of the steps to an obliged entity as to how to undertake the internal risk assessment, instead they should ensure homogeneity and uniformity in the requirements for the application of the Law in the notarial profession. 

Research works, both local, and international, only help an obliged entity to better understand the risks and give him/her the idea about certain actions that need to be undertaken, but there is no single guide for the obliged entity.

In the process of the analysis and the risk assessment, it is of key importance to understand overall why money laundering or the financing of terrorism happens altogether. The broadest answer to this question is that they are committed in order to enable ‘legalization’ of crime and terrorism. Profit is of crucial importance for the majority of criminal groups and criminals are making huge efforts in order to transfer illegal proceeds or other assets and to cover up the real nature and sources of the proceeds they dispose of.

For the terrorists to be able to conduct their operations, to organize attacks or to maintain the infrastructure of their units and chains of command, they require funds and they need to transfer such funds between different territories. Both to criminals and to terrorists it is of crucial importance to be able to dispose of circulating capital.

On the one hand, it is essential to uncover the sources of money, assets they dispose of, and then to comprehend the consequences of actions of criminal groups and terrorists, to assess certain risky situations in order to attempt, in future, to early and timely respond to such risks, to at least mitigate them if not prevent them.

The goal of the Guidelines is to define the fundamentals and/or assumptions based on which the overall assessment of the risk of money laundering and the financing of terrorism should be made with respect to the business operations of notaries, as well as the method of making the risk assessment/analysis in an individual case – i.e. on the level of the person with whom a business relation is established (a client, an associate, a contracting party, etc).

Likewise, the level of exposure to a risk, the jurisdiction of a notary, different possibilities for introduction of cash assets into a legal system in line with the practice that is followed, the most risky sectors according to the National Risk Assessment (the real estate sector), the territory in which there is a greater risk of possible abuse of the system, also indicates that the risk of notaries with respect to the combat against money laundering and the financing of terrorists may be quite different. The higher the risk, the higher the level of awareness among notaries should be and the stronger control mechanisms and prevention measures they should have in order to apply an effective prevention.

The FATF Recommendations
In 1989, an intergovernmental body for the prevention of money laundering and the financing of terrorism was formed, known as: the Financial Action Task Force (hereinafter: the FATF) to coordinate the efforts on the prevention of money laundering both in the international financial system and in national financial systems of member subjects.  

The objective of the FATF body is the elaboration and promotion of policies for combat against money laundering and the financing of terrorists. It is the body that sets and supervises international standards for the regulations against money laundering and the financing of terrorists. 

The FATF first issued a comprehensive plan, known as Forty Recommendations, for combat against money laundering, intended to constitute the basic framework for the efforts on combat Against Money Laundering (AML), the application of the measures to combat Against the Financing of Terrorists (AFT) and which is intended for universal application. In its review of those Recommendations in 2003, the FATF sought support from the so-called ‘guardians’ of the combat against money laundering and the financing of terrorists and, therefore, it included non-financial business operations and professions as obliged entities, notaries among others as well.  

  Obligation to make the risk assessment on a number of levels 

As to the FATF recommendations, the key is the approach based on the risk assessment, particularly when we talk about the Recommendation No. 1, but this approach is also present in many other recommendations and it is of crucial importance for the implementation of other recommendations as well (for example, recommendations Nos. 10, 26, 28 and others are also indirectly related to this issue).

In line with the Recommendation No.  1, the state should identify, assess, and understand the risks it is facing in the area of money laundering and the financing of terrorism and should undertake steps, including, as one of the steps, the designation of the body or a mechanism that will coordinate the risk assessment measures, and should allocate the resources aimed at an effective mitigation of such risks. 

In the Recommendation 22, the FATF states that notaries will be subject to the obligations of (a) Making the due diligence on customers, (b) Keeping of records, (c) Identification of politically exposed persons, (d) Implementation of the measures of internal control, and (e) Reporting on suspicious transactions. 

The above obligations should be fulfilled by applying the risk-based approach. This means that notaries must identify, assess, and understand their respective risks of money laundering and the financing of terrorists and develop their respective policies and procedures for the risk assessment, and employ resources in order to ensure that they are effectively mitigated. By adopting the risk-based approach, notaries should be able to ensure that the measures that are aimed at the prevention or mitigation of money laundering and the financing of terrorists correspond to the risks they have identified, which enables them to take decisions on how to most effectively allocate their own resources. 

As stated in the introduction, the Guidelines constitute the minimum obligations demanded by the FATF, irrespective of any additional obligations that may be established by special regulations and bylaws that are related to the fight against ML/FT. 

Based on such an assessment, notaries should apply the risk-based approach in order for the measures for the prevention or mitigation of money laundering or the financing of terrorism to be appropriate to the identified risks. Such an approach should constitute the essential basis for an effective allocation of resources within the national regime of combating money laundering and the financing of terrorism and for the implementation of measures focused on the risk in line with the FATF recommendations. 

Results of the National Assessment of the Risk of Money Laundering and the Financing of Terrorism of the Republic of Serbia for the Period from 1 Jan. 2013 to 31 Dec. 2017

The National Assessment of the Risk of Money Laundering and the Financing of Terrorism (hereinafter: the NRA), is based on: the information and statistical data collected by a public prosecutor's office, security services, the Ministry of Justice, the Ministry of the Interior, the Ministry of Finance, the Ministry of Foreign Affairs, the Ministry of Culture and Information, the Ministry of Public Administration and Local Self-government, the Business Registers Agency, the Office of the National Security Council and Classified Information Protection, and the Office for Cooperation with Civil Society.

The results of the NRA in the further text of the Guidelines are taken into account when defining the grounds based on which the overall assessment of the risk of money laundering and the financing of terrorism with respect to the business operations of notaries and services they provide to citizens should be made in the notarial profession.

By the assessment of all the parameters and statistical data based on which the criteria „Threat of terrorism”, „Threat of the financing of terrorism” and „Vulnerability to the financing of terrorism” had been assessed, it was established that the assessment is that the „Risk of the financing of terrorism“ in the Republic of Serbia is „MEDIUM“ one.

The assessment of „Vulnerability to the financing of terrorism“ in the Republic of Serbia was made on the basis of the analyzes of: The quality of the legislation; The quality of intelligence data; The review of the effectiveness of reporting, supervision, and analysis of suspicious transactions related to the financing of terrorism; The adequacy of human and financial resources envisaged for the combat against the financing of terrorism; The efficiency of the international cooperation related to the combat against the financing of terrorism, The political  commitment to combat terrorism and the financing of terrorism, and The geographical and demographic factors.

The comprehensive National Assessment of the Risk of Money Laundering in 2018 was made through the analysis of four thematically divided separate unities:

1. Assessment of the threats of money laundering;

2. Vulnerability to money laundering on the national level;

3. The part that is related to the sectoral vulnerability;

4. Assessment of the risk of the financing of terrorism.

The assessment of the risk of money laundering is the result of the assessment of threats of money laundering (which is, inter alia, based on predicate offences) and of the national vulnerability to money laundering.

Based on the analysis of predicate offences, review of threats by sectors and cross-border threats, the overall assessment of the threats of money laundering is „medium“ with the tendency „without change“.

The national vulnerability to money laundering was assessed as „medium“ on the basis of the analysis of the ability of the state to defend itself from money laundering and the analysis of the sectoral vulnerability.

The analysis that was made for the purpose of attaining the above goal for the Republic of Serbia showed that the overall risk of money laundering is „medium“ one.

The predicate offences that are ranked as a high level of threat of money laundering are: tax-related criminal offences, abuse of office by the responsible person, malfeasance in office, and unauthorised production and putting into circulation of narcotics. 

The criminal offences were reviewed by the committing of which pecuniary advantage is acquired either directly or indirectly, first of all, property offences, then criminal offences against economy, against official duty, against health of people, as well as other relevant criminal offences. The final list covered a total of 89 criminal offences, which potentially may appear as preliminary to money laundering.

Predicate offences of a medium level of threat of money laundering are: unlawful crossing of the state border and trafficking in persons, grand larceny, robbery, fraud, extortion, and illicit trade, criminal offences related to corruption (bribe accepting, bribe offering, and trading in influence). Such criminal offences are dominantly committed for the purpose of acquiring pecuniary advantage.

Criminal offences of a low level of threat of money laundering are other criminal offences.

Majority of predicate offences have been committed in the domestic jurisdiction, due to which the threat was assessed as high.

A growing threat with regard to money laundering pose criminal offences of high tech crime, and particularly business E-mail compromise, because they are most often focused on the companies having significant financial resources, and by committing them one acquires pecuniary advantage in high amounts. It is hard to follow cash flows, particularly if they are converted into crypto currencies, and their processing is aggravated because, from the so far practice of the Special Prosecutor’s Office for High-tech Crime of Serbia, it follows that over 95% of such criminal offences have been committed by an unknown criminal offender who acted from abroad, to the detriment of a local company, while the transfer of money was made to a bank account in a third country, which is neither the country of potential committing, nor the Republic of Serbia.
The sectors that are most exposed to the threat of money laundering, according to the National Risk Assessment are: the real estate sector, the sector organizing games of chance and the banking sector, and they are followed by the sector of money changers, casinos, and accountants. Attorneys-at-law and payment institutions are the sectors that are exposed to medium risk/threat of money laundering. The sectors of capital market, auditors, and leasing are exposed to medium low risk. The sector of notaries, factoring, and insurance companies have the lowest level of exposure marked as „low“. 

Although the Law provides the possibility for obliged entities to be in a low risk category, one must bear in mind the sectoral risk assessment, both from the aspect of threats, and from the aspect of vulnerability. 

When making the assessment, a notary must bear in mind the above facts, and particularly those related to the threats and sectors that are most exposed to the threat of money laundering. Bearing this in mind, according to the National Risk Assessment, the real estate sector is among the sectors most exposed to the threat of money laundering, and the notary, in administering the affairs from his/her jurisdiction, is obliged to devote special attention to the legal transactions that are related to the trade in and disposal of real estate.

Classification of exposures to the level of the risk of money laundering by sectors:
	Sector
	Level of threats

	Real estate
	High

	Games of chance
	High

	Banks
	High

	Money changers
	Medium high

	Casinos
	Medium high

	Accountants
	Medium high

	Attorneys-at-law
	Medium

	Payment institutions
	Medium

	Capital market
	Medium low

	Auditors
	Medium low

	Leasing
	Medium low

	Notaries
	Low

	Factoring
	Low

	Insurance companies
	Low

	Pension funds
	Low


The assessment of the risk of the financing of terrorism on the national level was made by analyzing threats of terrorism, impacts on the threat of the financing of terrorism, the threat of the financing of terrorism, and vulnerability to the financing of terrorism, within which, inter alia, the NPO sector was analyzed from the aspect of vulnerability to the financing of terrorism.

By the assessment of all the parameters and statistical data based on which the criteria „Threat of terrorism”, „Threat of the financing of terrorism” and „Vulnerability to the financing of terrorism” were assessed, it was established that that assessment that the „Risk of the financing of terrorism“ in the Republic of Serbia is „medium“.

Consequences to the system
The assessment of the risk of money laundering and the financing of terrorism, in addition to the assessment of threats and vulnerabilities, includes the assessment of the consequences to the system. They should be understood as the damage that money laundering could inflict and they include impacts of a criminal activity on the obliged entity, the financial system, the society, and economy as a whole.

Bearing in mind that the threats and vulnerability have been assessed as medium ones, the consequences to the system should also be ranked in the same level.

The biggest and the gravest negative effects of money laundering can firstly be seen on the economic level, through the reduction in government revenues, transparency, and efficiency of the financial system, increase in ‘grey economy’. At this moment, its size in Serbia is not on a satisfactorily low level and, therefore, any increase would cause negative effects on the entire economic and financial system. As a rule, money laundering gives rise to the reduction in budgetary revenues on the ground of avoidance of payment of taxes. They are among the most frequent illegal proceeds that are the subject matter of money laundering.
The problem of money laundering must be tackled as a complex phenomenon, in order to avoid its negative effects. It is not easy to identify and recognize the flow of ‘dirty’ money, which certainly aggravates timely undertaking of efficient measures to uncover it, to prevent and suppress it. Money laundering is getting new manifestations on a daily basis, with the use of various methods and means.

Action Plan
The Action Plan of the Republic of Serbia for the implementation of the recommendations from the assessment of the risk of money laundering and assessment of the risk of the financing of terrorism is published in the Official Gazette of the RoS, No. 55/18, dated 16 July 2018, and it defines all the activities by which the state adequately responds to the identified threats and vulnerability of the sectoral and national systems and defines the measures and activities that need to be undertaken in order to mitigate the identified risks. 
The Action Plan, inter alia, envisages the obligation of the Serbian Notary Chamber, as the supervisory body, to continuously exercise both indirect and direct supervision over notaries by intensifying the exercising of direct controls of notaries-javnih from the aspect of the prevention of money laundering and the financing of terrorism. It also envisages continuous education of not only the obliged entities, but also the professional improvement of the Chamber as the supervisory body. An obliged entity must devote due attention to the areas of education and raising awareness of all the employees of the obliged entity. Particularly important is the education in the part of the analysis and reporting on suspicious transactions. 

Notaries as obliged entities in terms of the Law on the Prevention of Money Laundering and the Financing of Terrorism
Notaries are obliged entities when, on the occasion of compiling of a notary instrument and certification of a private document (notarization), they establish that, related to the party or the transaction, which is the subject matter of the legal transaction, there is reasonable doubt indicating money laundering and the financing of terrorism, in compliance with the Law on of the Prevention of Money Laundering.
Under the Law, a notary, irrespective of the size and complexity of his/her notary office, is obliged to elaborate an adequate system for the management of the risk of money laundering and the financing of terrorism. This obligation is to be met by applying the risk-based approach. 
This means that notaries must identify, assess, and understand their respective risks of money laundering and the financing of terrorists and develop their respective policies and procedures for the risk assessment, and employ resources in order to ensure that they are effectively mitigated. 

By adopting the risk-based approach, notaries should be able to ensure that the measures that are aimed at the prevention or mitigation of money laundering and the financing of terrorists correspond to the risks they have identified, which enables them to take decisions on how to allocate their own resources in the most effective way.

A notary is obliged to make and regularly update the analysis of the risk of money laundering and the financing of terrorism in compliance with these Guidelines, which is based on the obligation to: 
· Make the due diligence on the customers; 
· Keep records; 
· Identify politically exposed persons; 
· Apply measures of internal control, and 
· Report on suspicious transactions.
The risk analysis must be proportionate to the nature and volume of the business operations, as well as to the size of the obliged entity, it must take into consideration the basic types of risks (the risk of the party, the geographical risk, the risk of the transaction, and the risk of the service) and other types of risks that the notary has identified due to the specific quality of his/her business operations.

The fundamental guide to notaries, when compiling a notary instrument and certifying a private document (notarizing it), is the List of Indicators for identification of the persons and transactions concerning whom/which there is reasonable doubt that money laundering or the financing of terrorism is in question, to wit in the following situations:

1. The supporting documentation of the party has deficiencies and does not contain the usual information. 

2. The party is offering to pay for the notary service an amount higher than the usual one that is charged for making of the specific legal transaction.

3. The party is seeking an advice for the purpose of making a legal transaction, which may be related to a criminal offence. 

4. The party is represented by authorized persons in the cases where it is not usual for the concrete type of the legal transaction. 

5. The obligation to submit the documentation to the competent government authorities is deterring the party from entering into a legal transaction or, without a valid reason, the party is cancelling the business relation due to the request for additional clarifications. 

6. The party is, according to the publicly available information, connected to a criminal milieu or actions. 

7. The party is selling the real estate within a relatively short time period since it was brought despite the fact that thereby he/she is going to suffer the capital loss. 

8. Suspicion that the parties to a legal transaction, for whom it is also assumed that they are related persons, frequently make purchases and sales under nonmarket terms and conditions.

9. Suspicion that the means of payment from a sales contract originate from borrowings concerning which the origin of funds cannot be established or are related to a lender, the person having a bad reputation. 

Obligations to perform a due diligence
Performing of due diligence on customers of the notary includes the identification of and getting to know all the natural persons or legal entities who intend to participate in a legal transaction, which is made in the form of a notary instrument or in the form of notarization. 

The measures that are to be applied are as follows: 

· Identification of the given customer and verification of the identity of the customer using reliable, independent source documents, data or information. 
· Understanding and, as required, obtaining of the information on the purpose and the intended nature of the given business relation. 
· Performing of continuous due diligence on the given business relation and careful control of the transactions that are undertaken throughout the course of the relation in order to make sure that the transactions that are made are consistent with what the given notary has learnt about the customer, his/her business profile, and the risk profile, including, as required, the source of the cash assets.

Obligation to keep documentation and to keep records
Notaries must keep all the records obtained for the purpose of adherence to the obligation to perform a due diligence (e.g. copies of records of official identification documents, such as passports, identity cards, driving licences or similar documents), including the results of all the undertaken preliminary analyses (e.g. the analysis of the background and the purpose of complex, unusually large transactions) after the date of the given transaction. 

A notary and the persons employed by the notary are obliged to provide data to a court, an administration body or other competent body before which the proceedings are conducted, in line with the provisions of the laws that regulate such proceedings.

Obligation to identify politically exposed persons
This obligation means that notaries, in addition to making sure to establish whether a customer is a politically exposed person, must apply intensified measures of performing the due diligence. This implies, first of all, that they must have in place adequate systems for risk management in order to establish whether a customer is a politically exposed person. 

Likewise, in case the given customer is a politically exposed person, notaries must be familiarized with this circumstance at the time of entering into the legal transaction and must undertake all the measures in order to obtain the information on the origin of assets and the origin of cash assets that the customer intends to use in that transaction. The requirements for the types of politically exposed persons should also be applied to family members or to close associates of those politically exposed persons.

Implementation of measures of internal control
The programmes of internal control mean that notaries must: 

· Establish the policies and procedures for combat against ML/FT that will be the governing ones in their respective offices, including the adequate screening procedures in order to ensure high standards when employing employees. 

· Elaborate and maintain the programme of continuous training of employees; and 
· Establish the internal procedure of checking in order to test the functioning of that system. 

Such measures of internal control will depend on the identified risk of money laundering and the financing of terrorists in the required self-assessment of the risk and on the scale of the professional activity. 

Obligation to report on suspicious transactions 

Duty to submit data
This obligation implies that, if the given notary suspects or has reasonable grounds to suspect that the given financial resources are the result of a criminal activity, or that they are related to the financing of terrorists, he/she must promptly report on that to the Administration for the Prevention of Money Laundering.  

The obligation of reporting on suspicious transactions also includes the prohibition to tip the customer or third parties off that such a report or related information is being submitted to the Administration for the Prevention of Money Laundering. 
A notary is obliged to submit to the Administration, at its request, without delay, and not later than within eight days as of the date of receipt of the request, all the available data, information, and documentation necessary for the detection and proving of money laundering or the financing of terrorism.

In the request, the Administration may order even a shorter deadline for the submission of data, information, and documentation, if that is necessary for the purpose of handing down the decision on a temporary suspension of making a transaction or in other emergency cases.

The notary may request from the Administration to extend the deadline for the submission of data, information, and documentation if, due to the volume of the documentation or for other justified reasons, he/she assesses that he/she cannot timely act within the originally ordered deadline.

Obligation to compile and apply the list of indicators
A notary, as the obliged entity, is obliged to make the list of indicators for identification of the persons and transactions concerning whom/which there are reasonable grounds to suspect money laundering or the financing of terrorism. When making the list of indicators, the obliged entity is also obliged to include the indicators that have been produced by the Serbian Notary Chamber.

When making the list, the obliged entity is to take into account the complexity and the volume of making of transactions, the unusual method of making them, the value or connectedness of the transactions that do not have an economically or legally based purpose, or are not harmonized or are disproportionate to the usual or expected business operations of the party, as well as other circumstances that are related to the status or other characteristics of the party.

An obliged entity is obliged, when establishing reasonable grounds to suspect money laundering or the financing of terrorism, to apply the list of indicators, and to also take into account other circumstances that indicate the existence of reasonable doubt to suspect money laundering or the financing of terrorism.

General principles of the model of combating money laundering and the financing of terrorists
A notary, in the application of the Law, must take into account the following principles:

I – The risk-based approach, which means that, when compiling notary instruments, the notary should take into account and adjust the measures of performing the due diligence to clients, that is, depending on the risk of ML/FT, assess the nature of their activity, the type of clientele, whether cash is handled in a legal transaction or not, the geographical area in which they work, etc. In these terms, in order to make the proper assessment and to understand the risk with respect to ML/FT, the notary must, in compliance with Article 5 paragraph 3 of the Law, make the Internal Act, which should be practical and adapted to the business operations, in which he/she is to explain, describe, and assesses his/her exposure to the risk of ML/FT related to his/her activity. The scale and the depth of such a document will depend on the risk level of the given notary related to his/her activity. The internal act of the notary on the assessment of the risk of ML/FT must be at the disposal to the Serbian Notary Chamber in the procedure of supervision over the work of the notary, since the same enables explaining of the adequacy of the policies and procedures for the combat against ML/FT that the notary has adopted.   

II – The awareness of the notary and all the employees in the notary office – The notary is held liable and legally obliged to comply with the measures for the combat against ML/FT. The notary must be aware of the risk of ML/FT and ensure undertaking of the necessary measures in order to mitigate those risks in his/her office. The notary, when undertaking the measures, must bear in mind the results of the NRA for the Period from 1 Jan. 2013 to 31 Dec. 2017. The notary must ensure that all the employees in the notary office are aware of those risks and that they undertake the required measures in order to effectively mitigate them. In this respect, the notary must actively participate in the introduced prevention system and provide the training in this respect to all the employees in the office.              
III – Adjustment of the activity engaged in - Naturally, the activity the notaries are engaged in differs from the activities of other obliged entities under the Law on the PML/FT. Special provisions of the Law on the PML/FT are applied to the extent that is necessary to attain the objective of the Law, which means that the notary is obliged to also apply the actions and measures envisaged by the provisions of the Law, which have the general character (Articles 5 and 6 of the Law on the PML/FT). That is why, when analyzing the obligations, the notary should primarily bear in mind the purpose and the objective of the Law as a whole, and thereafter the specific powers of the notaries in the Republic of Serbia, as well as the assessment and the results of the NRA, which defines that the notaries are the sector, which has been assessed as a medium vulnerable as compared to the other non-financial sectors, and which is, according to the assessment made, lowly exposed to the threat of money laundering, as well as that the real estate sector is the one most exposed to the risk. The notary must fully adapt the measures he/she is undertaking to the legal transactions that are specific to the territory in which he/she is engaged in the activity (predominantly urban or rural environment, the type of the legal transaction: increased trade in facilities under construction, a greater number of investors as participants in a legal transaction, participation of real estate agents....), or to different markets on which notaries work, and to the customers with whom they interact.   

IV – Pillars of prevention – are those that enable proper identification of customers, the knowledge about the source of cash assets that customers employ, the type of legal transaction connected to the business profile of the client and the risk profile. In this respect, even before the establishing of the given business relation, the notary should obtain all the information relevant to the concrete case in line with the risk it poses.
V- Practical and updated document – The prevention measures must not be the repetition of the current regulations, they must describe the procedures that are effectively applied in a practical way. The internal act of the notary for the prevention must be adapted to changes in the provision of services and procedures. It must be practical and easy to use, and not a purely formal document, which enables its effective implementation and easy adaptation to the activities the notary is engaged in and to any changes, which may appear in such procedures and activities.

PREVIOUS RISK ANALYSIS
Risk assessment – definition
One of the actions and measures for the prevention and detection of money laundering and the financing of terrorism is the risk analysis. The following three factors may have impact on the risk analysis: the threat of an event, vulnerability of the system, and consequences of the event. The risk assessment is making a judgment on threats, vulnerabilities, and consequences.

The threat may be deemed to be a person or a group of persons, an object, or activity, which have the potential to inflict damage to the institution, the business operations, and reputation of an obliged entity. For example, those could be the clients who have somehow been identified or who are suspected to be connected with illegal activities, identified frauds, forged documents and similar situations.

The threat serves as the starting point in the risk analysis and that is why it is also very important to assess the environment – in which proceeds from crime are yielded and criminal offences are committed. An obliged entity must acknowledge the conclusions arrived at in the National Risk Assessment and see how the climate and risky acts impact his/her business operations and to what scale and to what extent the concrete obliged entity has been exposed to certain criminal offences. All the other analyses of certain threats are also useful – e.g. typologies and trends identified in the reports of the Administration for the Prevention of Money Laundering, of the supervisory body, etc. 

The notion of vulnerability, within the meaning used in the risk assessment, includes all those things that could be made use of in case of a threat or that could back up and facilitate the effect of a threat. The aim is to focus on those factors that constitute weaknesses in the system of the prevention of money laundering and the financing of terrorism and the system of control. If an obliged entity is in question, vulnerability is everything that makes its institution particularly exposed to money laundering and/or the financing of terrorism (insufficient knowledge about the regulations that regulate this area, inadequate application of statutory provisions, inadequate training, complex or inadequate organizational structure of the obliged entity, unclearly defined obligations in the process and the like).

The consequence is related to the impact, or the damage that money laundering or the financing of terrorism could inflict or cause and it includes the impact of a criminal or terrorist activity that would be at the root of such an act on the financial systems and institutions, as well as in wider terms on the society and economy as a whole. Judging by the nature of their effect, consequences may be short-term and long-term ones. Consequences have impact on the reputation and attractiveness of the financial sector, or of the non-financial sector of a state. A consequence could be measured against the amount of fine imposed on a financial or a non-financial institution because of having failed to adequately take a stand against risks, or could be measured against the tarnished reputation of the obliged entity concerning which it turns out that it had been, by inadequate risk analysis and measures for its mitigation, accessory to money laundering.

The phase of the analysis is the key to the risk assessment. After the identification of all the factors, and categories of risks, one is to proceed with the determination of the weight of the factors or with the risk assessment, of every factor, of money laundering and the financing of terrorism. For every factor individually, the risk level is to be determined as compared to the other risk factors and thereby their impact on the overall risk of the obliged entity is determined. 

After the analysis of the due diligence, the obliged entity is to draw the conclusion on the risk levels. Obliged entities may use the risk matrix as the method for risk assessment in order to identify parties that have the low, medium or high risk of money laundering and the financing of terrorism.

After classifying the risks, an obliged entity, in addition to the low, medium or high risk of money laundering and the financing of terrorism, may establish additional levels of the risk of money laundering and the financing of terrorism. The risk matrix is changeable and it is changed in line with the change of circumstance of the actual obliged entity.

The fundamental objective of making the risk matrix is the application of the principle based on the risk assessment in the ranking of obliged entities according to the exposure to the risk of money laundering and the financing of terrorism. Based on the data and information from the risk analysis, the same are entered in the risk matrix and, as the final result, the level of the risk of money laundering and the financing of terrorism, to which the obliged entity is exposed is established.

The obliged entity is obliged to predict, by the internal act, how often he/she will monitor the parties classified into the category of the low level of the risk of money laundering and the financing of terrorism, how often he/she will monitor the parties classified as the parties of medium level of the risk of money laundering and the financing of terrorism, and how often he/she will monitor the parties classified as the parties of high level of the risk of money laundering and the financing of terrorism.
The risk analysis contains the analysis of the risks with respect to the entire business operations of the obliged entity, as well as the analysis of the risks for every group or type of party, or business relation, or the services that the obliged entity is providing within its activity, or transaction.

The effectiveness of the management of the risk of money laundering and the financing of terrorism by the obliged entity is assessed on the basis of the established quality of the system of control and the risk management system and it is observed through the following levels of activities of the obliged entity: risk management, internal regulations, internal control, alignment, reporting, and training. The basic goal of undertaking those activities is the establishment of an adequate system of control and risk management for the purpose of mitigation of the existing risks, as well as the analysis and management of potential risks.
In order to establish the exposure of the obliged entity to the risk of money laundering and the financing of terrorism, the obliged entity must know every segment of the business operations in the domain where the threat of money laundering or the financing of terrorism may appear, i.e. it must assess the vulnerability with respect to the threat. It is necessary to identify the risks on all the levels of management, from the operational level to the top management and to include in that process all the employees of the obliged entity. The actual size and complexity of the business operations of an obliged entity have an important role in the determination of the vulnerability of the obliged entity.

The obliged entity is to assess the exposure to the risk of money laundering and the financing of terrorism, i.e. the probability of the negative impact that results from the risk, as well as the impact of the risk on the goals of the business operations. The analysis of the risk of money laundering and the financing of terrorism of a notary is to start from the assumption that different types of legal transactions that are entered into in line with the powers of the notary are not equally vulnerable to the abuse by money laundering or the financing of terrorism. The risk analysis is made in order to enable the application of the measures of control that are proportional to the identified risk, or to focus on those clients, countries, products, services, transactions, method of doing business that potentially pose the highest risk.

Analyzes and the risk assessment are made with the aim to establish the probability of occurrence of money laundering and the financing of terrorism. The risks a notary is faced with need to be analyzed from the aspect of determining the probability that certain event will take place and the assessment of negative effects, which could appear in such a case.                                                                                                                                                                                                                                                                                                                                                                                                                                                                                          
Based on the results obtained from the risk analysis, the priorities of actions are to be defined. It is up to the notary to decide in which way he/she will mitigate risks (for example, whether he/she will refuse to undertake an official act, whether a greater attention will be devoted to certain transactions, whether the level of education must be increased with the obliged entity and other). It is necessary to react to a high risk immediately without delay, as soon as possible to a medium level risk, and to monitor lower level risks.  

The risk of money laundering and the financing of terrorism is specific to every notary and it calls for an adequate managerial approach, appropriate to the level and structure of the risk, as well as to the volume of the business operations. The objectives and the principles of the management of the risk of money laundering and the financing of terrorism should enable notaries to establish an adequate business policy and procedures, which includes the rules about the actions and measures that are to be undertaken for the purpose of cognizance and monitoring of the party, promotion of ethical and professional standards, or the prevention of abuse of the business activities of the notary by criminal activities.

The fundamental objective of the risk analysis is that the notary prevents any possibility of performing, at his/her office, an official act that is related to a legal transaction, which is entered into in the form of notarization or a notary instrument, the subject matter of which are proceeds from crime or the money intended to be used for the financing of terrorism. The risk mitigation measures should enable timely identification at the notary’s of certain behaviours that may point to such events. The consequence of the established suspicion should be timely reporting on the suspicious activities.

Once all the phases are passed through and risks are established at the notary’s, it is necessary to document the results. It is necessary to take the decision as to who will participate in the risk assessment, in which way data will be collected, what will be used, in order to then, once the results are established, transfer them into a written document, which will, apart from the definition of the main terms, the described methodology of work, have the greatest importance precisely due to the results and the risk assessment. What is essential is to see the results and how certain results have been arrived at, as well as in what way the established risks of the state are reflected on the actual obliged entity.

Once the risks are established and analyzed, the strategy of management of the risk of money laundering and the financing of terrorism is to be applied, in order to enable the notary to pursue an adequate internal policy and follow the procedures for risk mitigation or elimination with the intent to eliminate the risks to the reputation of the notary, the business risk, the risk of being imposed a penalty by the supervisory body, and various other forms of risks. The established internal policy and the procedures are to be approved by the management and they are valid for all the employees of the obliged entity. 

The established business policies and procedures should enable the obliged entity to effectively manage the identified risks and to mitigate them, as well as to focus on the area of the business operations that is most susceptible to different forms of abuses, for the purpose of the prevention of money laundering and the financing of terrorism.

Types of risks of notaries
The risk analysis must be proportionate to the nature and volume of the business operations, as well as to the size of the obliged entity, it must take into account the basis types of risks (the risk of the party, the geographical risk, the risk of the transaction, and the risk of the service) and other types of risks that the obliged entity has identified due to the specific quality of the business operations.

The risk analysis is to contain:

1) The risk analysis in relation to the entire business operations of the obliged entity. This is the assessment which the obliged entity is to make on annual or biennial basis, depending on the nature and volume of the business operations, as well as on the size of the obliged entity;

2) The risk analysis for every group or type of party, or business relation, or service that the obliged entity provides within its activity, or transaction. This is individual risk assessment, which is to be made on the level of every party, business relation or every transaction. 
The obliged entity may also, by internal acts, in addition to the above, envisage additional risk categories, and order adequate actions and measures referred to in this Law for such risk categories.

Based on the risk analysis, the obliged entity is to classify a party into one of the following categories of risk:  

1) Low risk of money laundering and the financing of terrorism and he/she is to apply minimum simplified actions and measures;  

2) Medium risk of money laundering and the financing of terrorism and he/she is to apply minimum general actions and measures;  

3) High risk of money laundering and the financing of terrorism and he/she is to apply intensified actions and measures.

By internal acts, the obliged entity may, in addition to the above specified, envisage additional categories of risk, and may order adequate actions and measures, referred to in this Law, for such categories of risk. The system must ensure that the risks are comprehensively identified, assessed, supervised, mitigated, and are managed. Thus, for example, the obliged entity may monitor the parties classified into the low risk level, in compliance with Article 6 of the Law, minimum once in 2 years, monitor the parties of medium risk level minimum once a year, and monitor the parties of high risk level minimum once in 6 months.

The risk assessment, in terms of these Guidelines, should as a minimum include the following basic types of risks: 
· The geographical risk, 
· The risk of the party, 
· The risk of the service that the obliged entity provides within its activity,
· The risk of the transaction. 
In case of identification of other types of risks, depending on the specific quality of the business operations – by the assessment, the obliged entity should also include such types of risks.

1.1. The geographical risk implies the risk which is conditioned by the geographical area in which the territory of the state of origin of the party, of its owner or of the majority founder, of the beneficial owner or of the person who otherwise controls the business operations of the party is situated, or in which the state of origin of the person who is making the transaction with the party is situated.

The factors based on which it is determined whether a country or a geographical location bears a higher risk of money laundering and the financing of terrorism include: 

1) The states against which the United Nations, the Council of Europe or other international organizations have applied sanctions, embargo or similar measures; 

2) The states that are marked, by credible institutions (the FATF, the Council of Europe, etc.), as the states that do not apply adequate measures for the prevention of money laundering and the financing of terrorism; 

3) The states that are marked, by credible institutions (the FATF, the UN, etc.), as the states that support or finance terrorist activities or organizations; 

4) The states that are marked, by credible institutions (e.g. the World Bank, the IMF), as the states having a high level of corruption and crime.

The list of the states that have strategic deficiencies in the system for combat against money laundering and the financing of terrorism is posted on the Web site of the Administration for the Prevention of Money Laundering. The list of the states is based on:

1) The statements of the FATF (the Financial Action Task Force) about the states that have strategic deficiencies in the system for combat against money laundering and the financing of terrorism and which pose the risk to the international financial system.

2) The statements of the FATF about the states / jurisdictions that have strategic deficiencies in the system for combat against money laundering and the financing of terrorism, which have, for the purpose of elimination of the identified deficiencies, expressed the commitment, on the highest political level, to eliminate the deficiencies, which have, for that purpose, formulated the action plan in cooperation with the FATF, and which are obliged to report on the progress they are making in the elimination of the deficiencies, 

3) The reports on the assessment of national systems for combat against money laundering and the financing of terrorism provided by international institutions (the FATF and the so-called regional bodies that function modelled after the FATF, such as the Council of Europe Committee Moneyval). 

Increased risks of money laundering and the financing of terrorism are borne by the parties that have a contractual relation and engage in the business activity with the persons from off-shore zones.

A low risk of money laundering may be borne by a party that has a contractual relation with a party from the region.

1.2. The obliged entity establishes the approach to the risk of the party based on his/her own experiences and his/her knowledge of the rules of transactions. However, he/she is obliged to apply the limitations, referred to in the Law and other regulations governing the prevention of money laundering and the financing of terrorism.

The following unusual activities may point to an intensified risk: 

· Foreign legal entities, which are not engaged in nor may be engaged in a trading activity in the country in which they are registered,
· Trusts,
· Charity or other non-profit organizations, 
· The parties the complex organizational structure of which or the nature aggravates the establishing of the beneficial owner or unexplainable use of legal entities or legal arrangements,
· The parties that establish their business relations, or that make transactions under unusual circumstances, such as, for example: a significant, i.e. unexplainable geographical distance between the seat of the client and of the obliged entity, as well as frequent and illogical changing of business partners for conducting the same businesses,
· The parties that are suspected not to act on their own account,
· The parties having intensive cash business operations,
· Gambling houses and other organizers of games of chance, betting offices,

· The parties the activity of which is not profit-oriented, that make certain transactions using large cash amounts.

· The parties the profile of which (e.g. age, training, income or activity) is not consistent with the transaction they intend to make.
The notary is obliged to put the procedure in place according to which he/she establishes whether the party or the legal entity appearing in the ownership structure of the party is an off-shore legal entity in line with the provisions of the Law. In order to establish whether an off-shore legal entity is in question, the obliged entity may use the lists of the IMF, the World Bank or the list of the countries, which is an integral part of the Rulebook on the List of Jurisdictions with Preferential Tax System (the Official Gazette of the RoS, No. 122/12).

We are additionally pointing out that, if the notary assesses that the party off-shore legal entity or the legal entity appearing in the ownership structure of the off-shore legal entity has a complex ownership structure, the same is obliged to procure the written statement about the reasons for such a structure from a representative of the party, as well as to examine whether there is reasonable doubt that money laundering or the financing of terrorism is in question, and to make the official annotation thereon, which he/she shall keep in compliance with the Law.

Officials

The parties concerning whom intensified actions and measures of cognizance and monitoring are applied are foreign and local officials in compliance with the Law. The obliged entity is obliged to prescribe, by the internal act, the procedure for establishing whether the party with whom a business relation is wished to be established is a foreign or a local official.

In line with the provisions of the Law, an official as a politically exposed person, is a party of a high risk and, therefore the notary must make the analysis in all the cases when such a person appears as a party, which is in line with the criteria of the Law and the Guidelines, defined as a politically exposed person, prior to entering into a business relation or making a transaction to an amount in excess of EUR 15,000, if the business relationship has not been established.

The intensified analysis of a party implies implementation of additional measures, to wit:

1. Collection of data on the origin of funds and assets that are or will be the subject matter of the business relation, or of the transaction, to wit from instruments/documents and other documentation, which are submitted by the party. If it is not possible to procure such data in the described way, the obliged entity shall take the statement about their origin directly from the party,

2. Collection of data on the origin of the entire property possessed by the official,

3. Mandatory procurement of the written approval from the superior responsible person, to wit prior to entering into the business relation with such a party, ensuring that the employee of the obliged entity, who is managing the procedure of establishing of the business relation, with the official, prior to establishing such relation, procures the written approval from the top management. The internal acts of the obliged entity should prescribe the person who is competent to issue the written approval. It may be a member of the top management referred to in Article 52 paragraph 3 of the Law or some other member.
4. Particularly careful conducting of monitoring of transactions and other business activities that a politically exposed person is performing at the obliged entity, to wit after the establishing of the business relation.

The obliged entity may procure the datum on whether the concrete person is an official or not from a special written statement, which the party is to fill out prior to the entering into the business relation or making of the transaction.

The written statement should include the following data:

1) The name and surname, the permanent residence, the date and place of birth of the party, who is entering into a business relation or orders a transaction, as well as the number, type, and name of the issuer of a valid personal document,
2) The statement whether the party is, according to the criteria referred to in the Law, an official – a politically exposed person or not,

3) The data on what type of a politically exposed person is in question (whether a person, who is holding or held a prominent public office in the past four years, or a member of the family of a politically exposed person or a close associate of a politically exposed person is in question),
4) The data on the time period of holding the office, if the party is a person who is holding or held a prominent public office in the previous four years,

5) The data on the type of the public office the person is holding,

6) The data on the family relations, if the party is a member of the family of a politically exposed person,

7) The data on the form and manner of the business cooperation, if the party is a close associate of the person.

The obliged entity may also procure the data on an official by insight into public and other data available to it (the obliged entity is to form his/her own judgment to what extent and to what scale he/she will regard the publicly available information as credible and relevant for the analysis of the party (the data on politically exposed persons), and it may verify such data by insight into the Web site of the Anti-corruption Agency, the Web sites of the government bodies in charge of keeping the register of officials of other states, consular representative offices or embassies of foreign states in the Republic of Serbia, or in the Ministry of Foreign Affairs of the Republic of Serbia and other publicly available databases.

An intensified analysis of politically exposed persons is preventive in its nature and it must not have the punitive character nor should it be construed as stigmatization of politically exposed persons as the persons involved in a criminal activity. Refusal of a business relation with a party only based on the fact that the politically exposed person is in question is in contravention of the purpose of the Law and the FATF recommendations.
Yet another situation in which the obliged entity is obliged to classify the party into the high risk is when the business relation is established, and the party is not physically present, and there are circumstances that indicate that the legal transaction according to its contents is the legal transaction in which the risk of ML/FT is increased. Such a classification is applied to both legal entities and to natural persons. If a proxy is establishing the business relation in the name of a legal entity, such a legal entity must be a high risk.

In such situations, the obliged entity is obliged to apply intensified actions and measures, to wit: to collect additional information on the identity of the party (for example, additional instruments/documents, business documentation, powers of attorney signed by the responsible person, etc.), to establish the reasons for establishing the business relation without physical presence, to establish the reasons for establishing the business relation in Serbia, to make an additional contact with the client over telephone, via e-mail, Skype, Viber or otherwise, to collect yet another identification document for the client, etc.

For the purpose of avoiding the repetition of the procedures of identification of a party, when entering into a legal transaction in which proxies participate, the notary is not held liable for the identification of the principal when he/she relies on the data collected by another obliged entity in the identification; instead the obliged entity who has made the identification of the principal is liable for the procedure of the analysis of the party. The notary with whom a proxy participates in a legal transaction is held liable only on the level of reporting on suspicious transactions to the Administration.
1.3. The risk of the service implies that, on the occasion of compiling or certifying a notary instrument, there are indicators that indicate that elements of the legal transaction are fictitious or simulated and that they are concealing an unpermitted goal:
· Making of transactions in real estate between parties within an unusually short time period and without visible legal, economic or other justified reasons,
· The services in which the notaries, acting as the persons authorized to manage deposit accounts, actually receive and transfer funds through the accounts of the parties, involving the funds concerning which there are reasonable grounds to suspect their origin,
· The payments concerning which it is clear to the notary that a disproportionate compensation is in question, e.g. when the party fails to specify the justified reasons for the amount of compensation,
· Unusually high values of property or unusually large transactions compared to those that can be expected by the parties of a similar profile can be the indicator that the party that otherwise would not be classified into a higher risk category, should be marked as such,
· Powers of attorney given under unusual conditions, and the reasons given for such conditions are not clear or are illogical.
1.4. The risk of the transaction implies the obligations of the parties in the compiled or certified notary instrument, which are related to: 

· Making of transactions for the party related to the transactions in real estate or the status changes of the company that include the transaction in real estate, which include: complicated financial transactions; payments to/from third parties as well as cross-border payments, cash payments, compensations for former claims and the selling price, the amount of the selling price considerably higher or lower than the market value of the real estate,

· The transactions that include the parties having residences in tax heavens, 

· The transactions that are made in the names of underage persons, persons with disabilities, or other persons, who are economically unable to make such a transaction,

· The transactions that include the persons accused in judicial proceedings or sentenced for criminal offences or the persons concerning whom, according to the publicly available information, it is known that they are or who are suspected to be connected with criminal activities,

· The transactions that include companies registered in tax heavens, when the characteristics of such transactions coincide with those that are included in the List of Indicators,

· The transactions in which there are indications or it is certain that the parties are not undertaking actions in their own name and on their own account but are trying to hide the identity of the actual party,

· The transactions in the transaction in real estate in which the parties are not demonstrating any special interest in the characteristics of the real estate, which is the subject matter of the transaction (e.g. the quality of construction, the location, the date of completion of works and obtaining of the inspection certificate in case of buildings/facilities under construction, etc.),

· The transactions in which the parties do not seem to be particularly interested in the achieving of a more favourable price for the transaction or in contracting of better terms of payment, insisting on the prompt making of the transaction, without a special reason;

· The transactions between the parties in deals the subject matter of which is money borrowing,

· The transactions between the parties that point to unusual terms and conditions or clauses in loan/credit agreements that have the enforceable extrajudicial mortgage as the collateral instrument. For example, unusually short or long repayment times, interest rates significantly higher or lower that the ones on the market, repayment by one single payment on the maturity date, or an unexplained consent for the mortgage cancellation significantly before the originally agreed date of maturity of the debt,
· The transactions by unconnected or unknown third parties and payments of compensations in cash when it is not the usual method of payment,
· The transactions that are related to the inheritance law in which the testator was known to the notary as the person who had been sentenced or who had been suspected.
Actions and measures for the prevention and detection of money laundering and the financing of terrorism
When engaging in their respective activities, obliged entities must act in compliance with the obligations prescribed by the Law and are obliged to ensure adherence to the prescribed measures and activities of obliged entities at all the levels, so that the entire business operations of obliged entities are conducted in compliance with the Law.

Actions and measures for the prevention and detection of money laundering and the financing of terrorism are to be undertaken prior to, during, and after making a transaction or establishing a business relation and include the following:

1) Cognizance of the party and monitoring of his/her transactions; 

2) Submission of information, data, and documentation to the Administration;

3) Designation of the person in charge of fulfilment of the obligations referred to in the Law (the authorized person) and of his/her deputy, as well as providing of conditions for their work;

4) Regular professional education, training, and skill improvement of the employees;

5) Ensuring regular internal control of fulfilment of the obligations referred to in the Law, as well as internal audits if it is in compliance with volume and nature of the business operations of the obliged entity;
6) Making of the list of indicators for identification of persons and transactions concerning whom/which there is reasonable doubt that money laundering or the financing of terrorism is in question;

7) Keeping of records, protection and keeping of data from such records;

8) Implementation of the measures, referred to in the Law, in the business units and affiliated companies of the legal entity in the majority ownership of the obliged entity in foreign states;

9) Undertaking of other actions and measures by virtue of the Law.

An obliged entity is obliged to produce adequate internal acts, which will cover, for the purpose of an efficient management of the risk of money laundering and the financing of terrorism, all the required actions and measures, defined by the Law. The internal acts must be proportionate to the nature and size of the obliged entity and must be approved by the Executive Board of the Serbian Notary Chamber. (Article 5 of the Law). 

� An official is an official of another state, an official of an international organization, and an official of the Republic of Serbia ;


An official of another state is a natural person, who is holding or held a high public office in another state in the past four years, to wit :


- The head of the state and/or government, a member of the government or his/her deputy,


- An elected representative of a legislative body,


- A judge of the supreme or of the constitutional court or of other high-level judicial body, against the judgement of which, except in exceptional cases, it is not possible to use the regular or an ancillary legal remedy,


- A member of a court of audit or of the supreme audit institution or a member of a management body of the central bank, 


- An ambassador, a chargé d’affaires or a high officer of the armed forces,


- A member of a managing or a supervisory body of a legal entity that is in the majority ownership of a foreign state,


- A member of a governing body of a political party;


An official of an international organization is a natural person, who is holding or held high public office in an international organization in the past four years, such as: a director, a deputy director, a member of a managing body, or other equivalent office in an international organization;


An official of the Republic of Serbia is a natural person, who is holding or held a high public office in the country in the last four years, to wit:


- The president of the state, the prime minister, a minister, a state secretary, a special advisor of a minister, an assistant minister, a secretary of a ministry, a director of a body within a ministry or his/her assistant, a director of a special organization, his/her deputy or his/her assistant,


- An MP,


- A judge of the Supreme Court of Cassation, the Commercial, the Appellate or of the Constitutional Court,


- The president, a vice-president or a member of the council of the State Audit Institution,


- The governor, the vice-governor, a member of the Executive Board or a member of the Governing Council of the National Bank of Serbia,


- A person holding a high office in diplomatic and consular representative offices (an ambassador, a consul general, a chargé d’affaires),


- A member of a management body in a public enterprise or a company in the majority ownership of the state,


- A member of a governing body of a political party;


A member of the immediate family of an official is a spouse or a common law partner, parents, brothers, and sisters, children, adopted children, and step-children, and their spouses or common law partners;


A close associate of an official is a natural person, who is realizing a joint profit from the assets or the established business relation or has any other close business relations with the official (e.g. a natural person, who is a formal owner of a legal entity or entities of foreign law, and the actual profit is realized by the official); The top management is a person or a group of persons who, in compliance with the law, manage and organize the business operations of an obliged entity and are responsible for ensuring the lawfulness of operations.
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